Getting Started with BloxOne Threat Defense Cloud

To configure initial settings for BloxOne Threat Defense Cloud, complete the following tasks:

1. Define network scope
2. View active threat feeds
3. Create custom whitelists and blacklists
4. Configure security policies
5. Test your network configuration
6. Forwarding DNS traffic to BloxOne Threat Defense Cloud

Optionally, you can complete the following configuration based on your business needs:

- Add the On-Prem Host
- Configure Endpoint
- Configure on-premises DNS Firewall service
- Configure the redirect page
- Configure Data Connector for Unified Reporting and SIEM integrations

After you have set up BloxOne Threat Defense Cloud, you can manage users, monitor the BloxOne Threat Defense Cloud service, and mitigate potential threats through the following features:

- User Preferences
- Portal Users
- Threat Lookup Tool
- The Dashboard
- Security Reports
- Alerts